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Multidomain Battle
Time for a Campaign of Joint 
Experimentation
By Kevin M. Woods and Thomas C. Greenwood

T
he term multidomain has reached 
beyond mainstream military 
parlance to dominate defense-re-

lated discussions, concept papers, and 
op-eds. While the idea of operating 
across warfighting domains is hardly 

original, the rapid growth of capabili-
ties tied to the newly minted space and 
cyber domains is forcing a re-examina-
tion of all previous military concepts 
and doctrine. This article explores the 
debate around multidomain battle 
(MDB). Developing a new warfighting 
concept (as opposed to a slogan or 
bumper sticker) is difficult because new 
concepts need to demonstrate that they 
are sufficiently better than the status 
quo at addressing the challenges and 

opportunities in order to justify the 
disruptive effects of the change. This, 
as it should be, is a high bar.

The desks of the Pentagon are 
littered with “transformative” joint 
warfighting concepts that have appeared 
with great fanfare only to fall into ob-
scurity. Despite serving as a vehicle to 
explore ideas, in the end, concepts like 
Rapid Decisive Operations and Air-Sea 
Battle failed to move beyond the nascent 
stage. Some of this can be attributed to 
a natural resistance to top-down joint 
concepts, the difficulty of exploring 
future concepts while maintaining 
readiness, the lack of coherent institu-
tional processes for examining concepts 
across organizational boundaries, and, 
ultimately, the lack of patience for what 
can be an intellectual slog. As a result, 
many such efforts were never sufficiently 
examined so as to generate compelling 
evidence to drive more than cosmetic 
changes across the force.
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This article advocates two approaches 
to exploring MDB. The first is to link 
the MDB concept to the existing body 
of available evidence. The second is to 
generate new evidence through experi-
mentation. These approaches are offered 
not because Service concept developers 
have not already begun this process—as 
evidenced by the MDB draft concepts 
and plans for U.S. Army MDB experi-
mentation in 2018 and 2019. Rather, 
this article argues that in addition to the 
bottom-up development of what could 
arguably be deemed a joint concept, 
there should also be a parallel effort to 
explore the top-down or explicit joint, 
theater-level implications of MDB.

The term multidomain itself is most 
often used as a modifier for a particular 
application of military force, such as 
(multidomain) battles, (multidomain) 
operations, or (cross or multidomain) 
fires; however, more substantially, MDB 
promises more fluid, adaptive, and ef-
fective operations simultaneously across 
five domains (land, sea, air, space, and 
cyber). Although operations are con-
ducted in and occasionally across these 
five domains, the promise of a concept 
that makes domain integration the norm 
and not the exception is a tall order. 
Extraordinary claims require extraordi-
nary evidence.

The logic of MDB’s underlying tenets 
is widely accepted, but that is not the 
same as demonstrating the concept’s 
viability. Will the application of a multi-
domain approach enable the Department 
of Defense (DOD) to overcome current 
warfighting challenges? Will it allow the 
Services to seize new opportunities? Or, 
instead, will MDB distract the Services 
from restoring atrophied conventional 
warfighting capabilities? Perhaps more 
importantly, can MDB serve as a unifying 
concept that DOD business processes can 
be organized around for the development 
of future concepts and capabilities?

MDB is a future concept (perhaps 
near-future, but future nonetheless). As 
such, it “must be stated explicitly in order 
to be understood, debated and tested 
to influence the development process.”1 
The maturation of a concept is a critical 
first step in the birth of any capability. 

Concepts are narrative descriptions of 
suppositions formulated from historical 
and contemporary experiences; however, 
as debatable propositions, they must be 
validated before they transition from con-
cept to capability. This requires settling 
the debatable elements. This article thus 
argues that concepts on the scale of MDB 
require a campaign of experimentation 
that provides compelling evidence for the 
concept by fleshing out its operational 
and institutional contexts.2

The State of the Debate
Proponents of the emerging MDB 
concept make the case that the joint 
force must adapt to the times, or, as one 
author put it, “multi-domain battle . . . 
doctrine is being developed to address 
the interconnected, Omni domain bat-
tlespace of the 21st Century.”3 One of 
MDB’s strongest proponents, Admiral 
Harry Harris, commander of U.S. 
Pacific Command, argues that “MDB 
conceptualizes bringing jointness 
further down to the tactical level [by] 
allowing smaller echelons to commu-
nicate and coordinate directly while 
fighting in a decentralized manner.”4 
Regardless of the operating theater and 
specific mission, tactical-level MDB 
operations, noted U.S. Army Pacific 
Commander General Robert Brown, 
will drive the Services to “change their 
distinct Service cultures to a culture of 
inclusion and openness, focusing on a 
purple (or joint) first mentality.”5 Rhe-
torically, at least, the emerging MDB 
concept is progressing from the often 
stated but little realized goal of Service 
deconfliction to increasing interdepen-
dency and, in the optimistic version of 
MDB, seamlessly integrated operations 
across domains.6

MDB critics dismiss its significance 
by arguing that it is old wine in a new 
bottle.7 Even proponents agree that the 
“idea and desire for cross-domain effects 
is not new” but contend the traditional 
Service-domain alignments are inade-
quate for coping with the new security 
environment.8 A more fundamental chal-
lenge is made by those arguing that the 
categorization of future war by domain—
especially but not limited to the cyber 

domain—is neither logical nor practical. 
As one observer notes, “the word [do-
main] contains some built-in assumptions 
regarding how we view warfare that can 
limit our thinking . . . [and] could actu-
ally pose an intractable conceptual threat 
to an integrated joint force.”9

Joining the critics are the cynics, 
some of whom see MDB’s real purpose 
as programmatic: a ploy to restore or 
preserve force structure by returning 
land power to the tip of the spear in joint 
operations.10 Others see the concept 
as requiring deep institutional reforms 
that are simply unattainable.11 As one 
pessimist argued, “without consistently 
organizing, training, and equipping as 
a joint team, the Services will be ill-pre-
pared to provide multi-domain capable 
forces to combatant commanders, con-
tinuing history’s trend of falling short 
of the vision of jointness.”12 The institu-
tional questions loom large here. At one 
end of the spectrum there are calls to 
form separate Services for the space and 
cyber domains.13 At the other end, one 
MDB proponent provides fodder for the 
cynics by arguing that the only way to im-
plement MDB is to create a single force 
and eliminate the independent Services.14

Running parallel to the ongoing 
MDB debate are distinct theater versions 
of the concept. Because practice trumps 
theory in the application of military force, 
how the MDB concept evolves will be 
strongly influenced by how the operating 
theaters find a way to employ its promise.

In the Pacific, where much of the ini-
tial energy behind the cross-domain idea 
began, MDB has been described as:

ground-based batteries of anti-aircraft, 
anti-missile, and anti-ship weapons, sup-
ported by long-range sensors and jammers, 
that can strike targets well out to sea. 
Islands defended by such Army batteries (or 
Marine Corps outposts) could serve as un-
sinkable anvils, with the Navy and the Air 
Force as the highly mobile hammers.15

In support of developing MDB, the 
Army has recently established a Multi-
Domain Task Force in U.S. Army Pacific 
to accelerate the process of overcoming 
the tactical and technical challenges 
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associated with reincarnating the Army’s 
capability to “sink ships.”16 This bot-
tom-up approach to building a joint 
capability, as one commentator noted, 
has the potential to simultaneously work 
toward joint interoperability, interdepen-
dence, and integration. But this may fall 
short of answering how the Services can 
organize, train, and equip themselves to 
sustain the readiness required to operate 
as an MDB capable force.17

Meanwhile in Europe, the Army is 
offering MDB as a conceptual solution 
to a different, but in many ways familiar, 
problem set. The Russian army is no 
longer the colossus of the Cold War era, 
but it still presents the challenge of mass. 
Whereas the Russia’s army does not boast 
a raw-troop-strength advantage over 
the North Atlantic Treaty Organization 
(NATO), it is threatening a multidomain 
equivalence in long-range missiles, rock-
ets, drones, sophisticated cyber attacks, 
jamming, and an integrated information 
campaign.18 The solution, argues the 
commander of the U.S. Army’s Training 
and Doctrine Command, is to take the 
multidomain fight to the adversary:

AirLand Battle started developing the 
concept of “extended battlefield.” This 
concept noted that different commanders 
had different views of the battlefield in 
geographical terms. [MDB] continues 
the concept of extended battlefield but 
now with a focus on the extension across 
domains and time. . . . [MDB] endeavors 
to integrate capabilities in such a way that 
to counteract one, the enemy must become 
more vulnerable to another, creating 
and exploiting temporary windows of 
advantage.19

This NATO-centric version of the 
MDB development process explicitly ar-
gues that, just as the earlier Soviet threat 
drove large-scale change in the U.S. 
military’s warfighting doctrines, the new 
Russian threat will drive long-overdue 
updates to Army force structure and crit-
ical warfighting capabilities, especially in 
the areas of long-range fires and cyber/
electronic warfare.20

It is clear, then, that there are multiple 
lenses through which one can view the 

emerging MDB concept. Each perspec-
tive brings a unique set of operational and 
institutional contexts to the process of 
concept development. Having a unique 
perspective can be a healthy part of a 
robust debate, but progress requires an 
agreed-upon set of facts, or, in the case 
of an emerging concept, a common basis 
of evidence. The concept development 
challenge is to generate credible evidence 
that is relevant to decisionmakers from 
across the tactical-operational and con-
ceptual-institutional divides.

The Emerging MDB Concept
According to a new Army–Marine 
Corps white paper, the MDB concept 
“describes how U.S. and partner forces 
organize and employ capabilities to 
project and apply power across domains, 
environments, and function over time 
and physical space to contest adversaries 
in relative ‘peace’ and, when required, 
defeat them in ‘war.’”21 The white paper 
posits three key tenets or “interrelated 
components of the solution,” as they 
are so labeled in the document.

First, MDB requires appropriate force 
posture for the “calibration of forward 
presence, expeditionary forces, and inte-
gration of partner capabilities to deter the 
adversary and, when necessary, defeat the 
enemy’s fait accompli campaign.” The 
latter is defined as an enemy campaign 
that seeks to rapidly achieve military 
and political objectives before an allied 
response can be generated. Next, MDB 
will be executed by resilient forces that 
“can operate semi-independently in the 
expanded operational area while project-
ing power into or accessing all domains.” 
Headquarters elements will use a mission 
command philosophy to integrate oper-
ations with advanced capabilities. Finally, 
converging joint force capabilities will 
“detect and create physical, virtual, and 
cognitive windows of advantage” during 
the three phases of an MDB campaign: 
competition, defeat the enemy in armed 
conflict, and return to competition. The 
white paper concludes by offering that 
the MDB concept

allows U.S. forces to outmaneuver adver-
saries physically, virtually, and cognitively, 

applying combined arms in and across all 
domains. It provides a flexible means to 
present multiple dilemmas to an enemy 
by converging capabilities from multiple 
domains to create windows of advantage 
enabling friendly forces to seize, retain, 
and exploit the initiative to defeat ene-
mies and achieve campaign objectives. 
Employing the ideas in this concept, the 
Joint Force can credibly deter adversary 
aggression, defeat actions short of armed 
conflict, deny the enemy freedom of action, 
overcome enemy defenses, control terrain, 
compel outcomes, and consolidate gains for 
sustainable results.

While these three tenets establish a 
useful framework for institutional con-
siderations of the concept, they do not 
capture some of the explicit and tacit 
implications of MDB’s potential utility 
in a theater or joint campaign. To that 
end, this article offers the following four 
attributes, derived from the current MDB 
concept, as potentially useful in develop-
ing a joint campaign of experimentation 
to better understand the concept and to 
develop evidence for or against its mili-
tary utility in the joint force.

First, despite the battle suffix, MDB 
may have more to do with campaigns 
than tactical actions. The battle aspects 
required to create windows of advantage 
are a necessary precondition to creating 
decisive overmatch.22 However, various 
descriptions point to an operational-level 
concept designed to maneuver friendly 
forces—and direct their kinetic and 
nonkinetic fires or effects—simultane-
ously across five domains.

Second, overmatch in one domain 
may trigger cross-domain multiplier 
effects that theater commanders can 
leverage to bypass, unhinge, and defeat 
an enemy. This, of course, works in both 
directions, which is why failing to ade-
quately defend the force across multiple 
domains may have an outsize impact on 
war termination.23

Third, cyber and space domains 
may become tomorrow’s most valued 
battlespace given U.S. force dependence 
on the electromagnetic spectrum and 
satellite-enabled intelligence and commu-
nications. The continued development of 
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sophisticated cyber weapons and employ-
ment means—as well as the direct and 
indirect weaponization of space—could 
exacerbate this trend.

Fourth, MDB implies the need to re-
examine our approach to joint command 
and control. The authorities needed 
by geographic combatant commanders 
charged with planning, coordinating, 
integrating, deploying, and employing 
forces (and their effects) simultaneously 
across five domains will increasingly 
challenge the very concept of boundaries 
and the traditional relationships used to 
conduct joint campaigns.

The MDB concept remains more 
aspirational than practical at this point. 
To overcome the cognitive challenges 
and bureaucratic inertia described earlier, 
the concept needs to demonstrate that it 
is both more than the sum of its parts and 
sufficiently better than the status quo.

Operational Antecedents: 
Two Case Studies
Historical case studies aid the concept 
development process by contextualizing 
the problem. As critics and proponents 
alike have noted, “cross-domain” or 
combined arms operations stretch 
back into antiquity. The following 
case studies offer two examples of 
multidomain operations. Like any case 
study, some imagination is required to 
place the perceptions of the past into 
a future context. These cases provide 
some insights for how cross-domain 
capabilities, applied primarily at the tac-
tical level, can have outsize operational 
implications.

Guadalcanal. The conceptual 
assumption in MDB is that the joint 
force commander must leverage the 
interdependencies occurring between 
diverse operational activities simultane-
ously across multiple domains. It is not 
enough just to manage, coordinate, de-
conflict, and integrate. In his 1987 article 
“Thinking About Warfare,” Lieutenant 
General Phillip D. Shutler, USMC (Ret.), 
used the 1942 South Pacific campaign 
to highlight the three strategic pathways 
(primarily air, sea, and undersea) that 
U.S. forces had to successfully transit 
during World War II before they could 

project combat power overseas. Although 
he labeled the strategic pathways regimes 
instead of domains, the underlying con-
cept remains the same.

Shutler observed that once enemy 
airfield construction on Guadalcanal was 
completed, Japanese land-based aircraft 
were capable of attacking U.S. planes 
stationed 500 miles to the southeast on 
Espiritu Santo—threatening the supply 
lines connecting the United States with 
Australia and New Zealand. Accordingly, 
the Marines were ordered to seize the 
airfield on Guadalcanal to deny its use to 
the Japanese. In other words, U.S. land 
forces, in effect, were directed to create 
an antiair warfare shield at Guadalcanal to 
protect Espiritu Santo. But as the opera-
tional campaign progressed, the Marines’ 
(and later the Army’s) mission shifted 
from antiair warfare to enabling U.S. 
land-based aircraft to support subsequent 
island-hopping battles to the north and 
the eventual reduction of the Japanese 
strongpoint on Rabaul.

Initial success, however, required the 
United States to prevent Japanese ground 
forces from reinforcing Guadalcanal. A 
successful landing would have turned 
the battle into yet another symmetrical 
and protracted, single-domain, attritional 
fight between opposing land forces—
both of whom sought to control the 
airfield. As Shutler noted, accomplishing 
this required U.S. submarines, surface 
ships, and naval aviation to establish 
maritime and aviation “shields” (that is, 
anti-submarine, anti-surface, antiair de-
fenses) that the Japanese had to penetrate 
before their ground reinforcements could 
reach Guadalcanal.24

During the critical phases of the 
campaign, Japanese forces were unable to 
effectively penetrate the “multidomain” 
defensive shields, and the Marines were 
able to preserve their tactical overmatch 
ashore on Guadalcanal (approximately 
11,000 Marines against 2,000 en-
trenched Japanese, many of whom were 
civilian laborers). The tipping point 
occurred on November 14, 1942, when 
U.S. naval forces attacked and sank seven 
Japanese troop transports that were 
carrying approximately 7,000 embarked 
Japanese troops trying to reinforce 

Guadalcanal.25 Although the Japanese did 
partially penetrate the U.S. shields during 
the campaign, they were unable to do so 
with sufficient combat power to alter the 
battle’s outcome.

Once U.S. air operations began at 
Guadalcanal’s Henderson Field, a multi-
plier effect occurred because the Japanese 
fleet was largely restricted to conducting 
night operations. This was due in part to 
additive U.S. airpower projected from 
ashore and concomitant flexibility gained 
from an untethered U.S. fleet that could 
inflict serious losses on Japanese shipping 
during daylight hours. This reduced 
Japanese flexibility and freedom of ma-
neuver with implications well beyond the 
tactical area of operations and marked 
the start of the U.S. island-hopping 
campaign.

Like many similar operations in the 
Pacific theater, Guadalcanal had only 
marginal tactical utility as an island ex-
cept for its value to the air domain. The 
airfield was the operational lynchpin 
that was denied to the enemy by adroit 
integration of multidomain activities on 
the land, sea, and in the air. This further 
enabled U.S. land-based airpower to sup-
port the drive from the Solomon Islands 
northward into the Central Pacific and 
eventually to the Japanese homeland.26

Falkland Islands. Almost 40 years 
after Guadalcanal, we can observe the 
same multiplier effect in a more mod-
ern campaign—the 1982 Battle of the 
Falklands—that revolved around a cen-
turies-old territorial dispute between the 
United Kingdom and Argentina over the 
Falkland (Malvinas) Islands.27 Like the 
U.S. fleet in the Solomon’s Campaign, 
the United Kingdom established mar-
itime and antiair shields around the 
Falklands in order to isolate the objective 
area, protect Royal Navy/Marines am-
phibious operations, and deny Buenos 
Aires the ability to reinforce its forces.

Multidomain actions in the Falklands 
campaign were numerous, and the mul-
tiplier effects these actions had on the 
campaign’s outcome were significant. 
The sinking of the 13,500-ton Argentine 
cruiser General Belgrano (armed with 15 
6-inch guns and 8 5-inch guns) by three 
conventional torpedoes fired from the 
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British nuclear submarine Conqueror took 
the lives of 323 Argentine sailors (slightly 
more than half of their total casualties 
suffered during the war). But more im-
portantly, this action had a cross-domain 
effect that forced the Argentine surface 
navy to remain inside its territorial wa-
ters for the duration of the campaign.28 
Additionally, the sinking of the Belgrano 
dramatically relieved naval surface pres-
sure on Great Britain’s fleet operating 
in the Falkland littorals, which in turn 
allowed Royal Navy vessels on picket duty 
more time to visually detect Argentine 
aircraft being launched from the main-
land and alert the British Task Force.29

The multiplier effect continued 
when British special operations forces, 
supported by naval gunfire, conducted 
an amphibious raid on Pebble Island to 
further reduce the Argentine air threat. 
The raid destroyed 11 forward-based 
Argentine aircraft. While Argentine 

helicopters and light aircraft were subse-
quently dispersed around the islands, the 
raid forced Argentina to withdraw most 
of its high-performance aircraft 400 miles 
back to the mainland.30 Thus, Argentine 
aircraft were required to fight at their 
maximum operating radius, which greatly 
reduced their time on station (Argentina 
had only limited aerial refueling capabil-
ity). This was a major advantage for Great 
Britain’s amphibious fleet and embarked 
ground forces, who were worried they 
would not have air superiority during the 
amphibious landing.

Dismissing the Falklands as noth-
ing more than a creative use of limited 
assets under extreme conditions risks 
overlooking key multidomain insights 
that contributed to operational success. 
If the notion of achieving dominance 
in one or more warfighting domains 
is a thing of the past, then learning to 
leverage a broader but perhaps relatively 

less robust toolkit is necessary. To modify 
a quotation often attributed to Winston 
Churchill, “Gentlemen we are out of 
overwhelming resources; Now we must 
think.”31

It might be easy to dismiss military 
case studies of the previous century as 
irrelevant to the challenges faced when 
looking forward into the current one. 
But it is worth considering how these 
multiple domains were integrated in 
the first place. The process (including 
technical, conceptual, and instructional 
efforts) of integrating new-fangled flying 
machines into the traditional warfighting 
domains of the land and sea began de-
cades before a mature concept. It was not 
a straight line or a preordained outcome. 
The associated technologies and tactical 
concepts were leavened by decades of 
peacetime “experimentation” and war-
time adaptation. The resulting capabilities 
for presenting an adversary with multiple, 

Airman aboard KC-135 Stratotanker participates in Red Flag 16-3, one of four Red Flag exercises that focuses on multidomain operations in air, space, and 

cyberspace, at Nellis Air Force Base, Nevada, July 18, 2016 (U.S. Air Force/David Salanitri)
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simultaneous dilemmas across domains 
changed the way the United States fights 
at both the tactical and operational levels 
of war.

Developing Evidence
The second source of evidence with 
which to examine the viability of the 
MDB concept is to look at it from 
operational perspectives and across a 
range of contexts. To do this, DOD 
should subject the MDB concept and 
its supporting tenets to a rigorous cam-
paign of joint experimentation—even 
as the specific capabilities are still being 
developed. Joint experimentation in this 
context is an inclusive phrase meant 
to indicate the exploration of ideas, 
assumptions, and crucial elements of 
nascent MDB capabilities. To be clear, 
joint experimentation covers a wide 
range of activities (from structured sem-
inars, virtual and constructive environ-
ments, to field events) and should be 
seen as complementary or undertaken 
in parallel with the development of spe-
cific capabilities or tactical employment 
concepts.

We employ the term campaign in 
association with joint experimentation to 
indicate that no single event can generate 
the quality or variety of necessary data. 
Moreover, only an experimentation 
campaign utilizing iterative activities with 
learning feedback loops (including work-
shops, wargames, constructive and virtual 
simulation, and live field events) can 
generate sufficient evidence to genuinely 
assess what it will take to realize, adapt, or 
abandon the MDB idea.

In terms of military experimentation, 
no single method has ever worked. The 
complex nature of military problems, and 
especially ones with interactions across 
five domains, argues for diverse forms of 
“discovery experimentation” to introduce 
novel systems, concepts, organizational 
structures, and technologies into settings 
where their use can be observed and Red 
Teamed.32 The results of such a com-
prehensive assessment will help identify 
MDB similarities and differences between 
the theaters, and will inform future doc-
trine, organization, training, materiel, 
leadership and education, personnel, 

facilities, and policy initiatives that must 
be addressed before MDB can become a 
deployable set of capabilities.

One of the most complex challenges 
in debates about future joint concepts 
is not the concept per se; it is the nature 
of jointness as practiced in a post–U.S. 
Joint Forces Command (USJFCOM) 
environment. Without digressing too far 
into the history of USJFCOM’s role in 
joint concept development and exper-
imentation, it is worth contrasting the 
contexts. Formed in 1999, USJFCOM 
developed a generally top-down approach 
to joint concept development and ex-
perimentation. While this approach had 
some advantages, it often resulted in 
excessively large experiments, with the 
Services playing a limited or marginally 
productive role. When USJFCOM was 
disestablished in 2011, joint concept de-
velopment reverted to the Joint Staff J7, 
whose time and resources for experimen-
tation was more limited.33 More recently, 
Service or multi-Service–led efforts to 
develop and experiment with new joint 
concepts are increasing. This can be seen 
as a bottom-up, collaborative effort. 
While this approach has many practical 
advantages over the top-down approach, 
it is not without challenges—a key one 
being that the longer joint stakeholders 
(that is, combatant commands and pro-
spective joint force commanders) remain 
spectators to the Service-dominated joint 
experimentation process, the less likely 
MDB’s theater-wide and strategic-level 
implications will be subjected to a full 
examination by the customer.

Under Joint Staff policy for concept 
development, experimentation begins 
after concept development. This may 
be adequate for narrow concepts or 
mission/domain capabilities where one 
Service has the lead. But this approach 
seems ill-suited for complex and multifac-
eted warfighting concepts such as MDB. 
As the two case studies indicate, cross-do-
main overmatch and multiplier effects 
are often discovered and subsequently 
leveraged in the course of operations. 
Early discovery experimentation with 
some level of joint analysis and sponsor-
ship is essential. Not only will such early 
experiments increase the capacity to do 

joint experimentation, but they can also 
help co-develop Service concepts within a 
joint context.

As noted at the outset of this article, 
the MDB debate at this stage is a useful 
set of thought experiments, but it is 
not producing tangible evidence. Such 
evidence would shift the debate from 
a primarily subjective one to a more 
balanced and objective conversation. 
However, the recent history of joint 
concept development and the very nature 
of institutional jointness as practiced in 
DOD are not encouraging. According to 
the Joint Staff, joint concepts are assessed 
“using various analytical methods; the 
joint concept community evaluates both 
developing and approved concepts to 
determine whether they are feasible and 
promote informed decisions on develop-
ing new joint capabilities.”34

One potentially more lucrative ap-
proach would be to embark on a series 
of parallel joint discovery experiments 
designed to identify the specific character-
istics, demands, and challenges associated 
with assessing the feasibility of MDB 
transcending theater-specific applications 
to serve as a more universal warfighting 
concept. Such a joint discovery experi-
ment has historically been at the heart of 
military experimentation.35

The objective of discovery experi-
ments is to learn, so it is useful to begin 
with a set of well-defined conceptual and 
operational conditions. One does not 
seek a well-defined “concept,” rather a 
statement of the military problem and a 
clear understanding of the initial military 
context. The discovery experimentation 
approach, supported by an initial data 
collection plan, is designed to tinker with 
the variables, modify the conditions, and 
challenge the assumptions and constraints 
in a way that dynamically helps refine a 
nascent concept and identify the kinds 
of capabilities worth considering. This 
notion of progressive learning through 
experimentation generates feedback that 
enables concept framing, definition, and 
refinement to occur dynamically.

The ability to use experimentation to 
explore the utility of emerging technol-
ogies and concepts is a force multiplier. 
Technology cannot be optimized until 
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its impact on warfighting concepts and 
doctrine is fully appreciated. According 
to the National Academy of Sciences in a 
study done for the Navy:

By simulating future systems, [military 
commanders] can also learn how those 
systems will work in simulated combat en-
vironments and how to use forces equipped 
with such proposed systems. By such means 
they can explore new ideas and concepts for 
the use of variously composed and equipped 
forces against diverse anticipated threats, 
and they can learn how to integrate such 
forces on a large scale in the joint and com-
bined force environment.36

One major challenge in calling for 
more joint experimentation is the large 
gap between the operating environment 
envisioned in the MDB concept and the 
availability of validated models and sim-
ulations. Earlier efforts to support joint 
analyses (both constructive and human-
in-the-loop) with custom designed joint 
models “amounted to a costly failure 
with little or no resulting joint analysis 
capability gain for the Department.”37 
Nevertheless, progress in MDB will re-
quire some capability to integrate space, 
cyber, and electromagnetic effects into 
models designed to explore the inter-
action of new capabilities and human 
decisionmaking. Any effort to explore 
MDB in a joint context must include an 
effort to integrate existing Service mod-
eling and simulation tools (in the same 
bottom-up approach discussed here). 
This will help the Services to operate 
across new domains in support of specific 
joint priorities instead of attempting to 
create a standalone, top-down modeling 
and simulation solution.

Discovery experimentation is not a 
free-for-all, but a deliberately crafted and 
planned approach for addressing an issue 
long before it becomes a pressing prob-
lem. It allows operators to interact with 
new or potential concepts and capabilities 
to explore their military utility—some-
thing that is not often supported through 
traditional studies or hypothesis-based 
experiments. It requires careful attention 
to the specification and collection of 
data that will provide solid evidence for 

the conclusions reached by conducting 
experiments. If all these constraints are 
observed, discovery experimentation 
could be a valuable tool and a useful 
“way of weeding out ideas that simply 
do not work, forcing the community to 
ask rigorous questions about the benefits 
being sought and the dynamics involved 
in implementing the idea, or specifying 
the limiting conditions.”38

It is time to subject the MDB con-
cept to discovery experimentation. To 
modify slightly Sir Michael Howard’s 
admonition about future doctrine, it is 
the “task of military science in the age of 
peace to prevent new capabilities from 
being too badly wrong” when the next 
war starts.39 JFQ
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